
Coneptual Information SystemsDisussed through an IT-Seurity ToolKlaus Beker1, Gerd Stumme2, Rudolf Wille2, Uta Wille3, Monika Zikwol�41 Entrust Tehnologies (Switzerland) Ltd liab. Co, Glatt Tower,CH-8301 Glattzentrum, Switzerland; klaus.beker�entrust.om2 Tehnishe Universit�at Darmstadt, Fahbereih Mathematik, D{64289Darmstadt, Germany; fstumme,willeg�mathematik.tu-darmstadt.de3 Jelmoli AG, Information Systems, Postfah 3020,Ch{8021 Z�urih, Switzerland; wille u�jelmoli.h4 NaviCon Gesellshaft f�ur Begri�ihe Wissensverarbeitung mbH,Heinrihstrasse 9, 60327 Frankfurt/Main, Germany; zikwol��navion.deAbstrat. Coneptual Information Systems are based on a formaliza-tion of the onept of `onept' as it is disussed in traditional philo-sophial logi. This formalization supports a human-entered approahto the development of Information Systems. We disuss this approah bymeans of an implemented Coneptual Information System for supportingIT seurity management in ompanies and organizations.Contents1. Coneptual Information Systems2. IT-Seurity Management3. Formal Conept Analysis and TOSCANA4. A Coneptual Information System for IT-Seurity Management5. Further Developments1 Coneptual Information SystemsInformation Systems are understood as systems for input, storage, assoiation,proessing, analysis, retrieval, and output of information whih are designed byorgani, tehnial and organisational priniples to support learning and om-muniation proesses. Most information systems have the purpose to assist hu-man beings in reating knowledge. Sine human knowledge heavily depends onommon sense, preknowledge, ontext and ulture, the development of thosesystems should not only follow a tehnial understanding of information andknowledge, but also a human-related understanding inluding meanings, inter-pretations, purposes et. Ron Brahman and others have therefore advoated ahuman-entered approah that supports asking, exploring, analyzing, interpret-ing, and learning in interation with the information system (f. [5℄, [4℄). Theirlaims have been stated as system requirements listed in [25℄ whih we reallwith minor modi�ations:



1. An information system should represent and present to the user the under-lying domain in a natural and appropriate fashion. Objets from the domainshould be easily inorporated into queries.2. The domain representation should be extendible by addition of new ate-gories formed from queries; these ategories (and their representative indi-viduals) must be usable in subsequent queries.3. It should be easy to form tentative segmentations of data, to investigate thesegments, and to re-segment quikly and easily; there should be a powerfulrepertoire of viewing and analysis methods, and these methods should beappliable to segments.4. Users should be supported in reognizing and abstrating ommon analysis(segmenting and viewing) patterns; it must be easy to apply and modifythese patterns.5. There should be failities for monitoring hanges in lasses or ategories overtime.6. An information system should inrease the transpareny of the proesses ofanalysis and retrieval and should doument their di�erent stages.7. Analysis and retrieval tools should take advantage of expliitly representedbakground knowledge of domain experts, but should also ativate the im-pliit knowledge of experts.8. An information system should allow highly exible proesses of analysis andretrieval respeting the open and proedural nature of produtive humanthinking; this means in partiular to support intersubjetive ommuniationand argumentation.For ful�lling the listed requirements for a human-entered development of in-formation systems, it is promotive to base the formal representation of humanknowledge on a broad understanding of knowledge. Aording to the traditionalphilosophial logi, knowledge is grounded on the formation of onepts fromwhih humans form their judgments (f. [30℄). Thus, onepts are essential forthe reation and representation of knowledge. For human-entered developmentsof information systems, we therefore suggest to use a formalization of the philo-sophial understanding of onepts for the formal representation and presenta-tion of knowledge; suh a formalization is performed in Formal Conept Analysis[7℄. We name human-entered information systems developed on the basis of For-mal Conept Analysis \Coneptual Information Systems". In the following wedisuss the oneption of \Coneptual Information Systems" through an exam-ple of suh system that has been developed to support the seurity managementof information tehnology [2℄.2 IT-Seurity ManagementThe task of Information Tehnology (IT) is to assure the availability, on�den-tiality, and integrity of the data of an organization. In the past few years themain fous has been on the availability. With an inreasing exhange of data via



loal and publi networks the protetion of the data against loss of on�dential-ity and integrity has beome a major issue. Reports on damages indiate thatit is not suÆient to reat on damages one they appear. The management ofompanies and publi organizations needs a systemati support for an e�etiverisk management, suh that one an reognize threats well in advane and anprevent them by appropriate safeguards.The past has shown that individual risk analysis is very ostly and oftenresults are not in a reasonable relation to the timely and �nanial expenses.Furthermore, a major part of the resulting safeguards is independent of the or-ganization, for instane the protetion of server or PCs by passwords. A solutionis to odify the safeguards whih are independent from the individual organiza-tion in an IT seurity management atalogue. Then only the partiular aspetsof an organization have to undergo an individual risk analysis. The implementa-tion of this IT seurity atalogue provides an adequate seurity level for systemswith medium-level protetion requirements.For a ontinuously high seurity level it is not suÆient to implement a one-time seurity onept. It is neessary to reate proesses assuring the ontinuousinterplay of requirement analysis, realisation, and ontrol. The requirement anal-ysis determines the needed seurity level. It depends on the potential damageand on the value of the objets to be proteted. In IT this means before all thevalue of the proessed data. This value is determined by the used IT resoure,the IT proess, and the organizational unit whih applies the IT resoure inthe partiular IT proess. For these IT units, the needed level of protetion isdetermined in the requirement analysis. An example for an IT unit is the om-bination of the IT resoure `mailing system', the IT proess `operation', and theorganizational unit `data proessing enter'.One of the most important tasks of IT seurity management is the realisationof the oneption, i. e., the assignment of the requirements of the IT seurity at-alogue to the organizational units, as well as the derivation of onrete diretivesand heklists for the organizational units from the requirements. An importantsuess fator of this task is a high aeptane of the diretives by the involvedorganizational units. This means primarily a suitable struturing with regard tothe organizational units:{ Comparable matters of fat should result in omparable requirements (e. g.,virus protetion for PCs).{ Eah IT unit should have assigned to only its spei� requirements, sinethe implementation of the whole atalogue without taking into aount thespei� seurity level needed is rarely reasonable. For instane, PCs in themanagement underly other requirements than PCs in the R&D department.{ Requirements should be ordered by priority. For instane, the protetionagainst breakdown of PCs is more important in prodution than in marketingdepartments.A regular veri�ation of the obtained seurity level is a ore part of IT seuritymanagement. This inludes surveying the appliation of the diretives as well astheir adaption to hanging requirements or strutures.



Requirements to an IT seurity management toolDue to the large amount of ombinations of IT units and threats, the requirementanalysis reahes a high degree of omplexity even for small and medium-sizedorganisations. For realizing the IT seurity oneption, the requirements have tobe assigned to the relevant organizational units in an e�etive and transparentway. The system must support the omparison of typial situations and assignedrequirements. In the realisation phase, it must also allow the integration of ex-isting diretives and heklists. The veri�ation of the obtained seurity levelrequires visualization of the obtained level for di�erent lasses of IT units, andsupport for unovering inonsistenies. These operative tasks determine diretlythe requirements for the IT seurity management tool:1. The tool has to provide a data model and means of its administration forthe requirement analysis, i. e., the onstrution of IT units and the registra-tion of threats, and for the realization, i. e., the assignment of requirements,diretives, and heklists.2. For revision, the underlying IT seurity management atalogue must be ex-tendable or replaable.3. For onstitution and maintenane of the data, as well as for the analysis andontrol of the atual level of seurity, a graphial user interfae is needed.NaviCon Gesellshaft f�ur Begrifflihe Wissensverarbeitung mbHand r3 seurity engineering ag have developed an IT seurity management toolto �t these needs. The tool is based on the management system TOSCANAfor Coneptual Information Systems whih has been developed at the Tehnis-he Universit�at Darmstadt. TOSCANA and its underlying mathematial theory,Formal Conept Analysis, are introdued in the next setion. The IT seuritymanagement tool is presented in Setion 4.3 Formal Conept Analysis and TOSCANAThe philosophial understanding of a onept as a unit of thought onstituted byits extension and its intension has been inuential to the western ulture from theseventeenth entury until today (f. [29℄). For instane, the German IndustrialStandards DIN 2330 \Begri�e und Benennungen" and DIN 2331 \Begri�systemeund ihre Darstellung" are based on this understanding of onepts. Let us reallthat the extension of a onept omprises all objets belonging to the oneptwhile the intension (omprehension) grasps all attributes (properties, meanings)of those objets.For allowing a mathematial desription of extensions and intensions, FormalConept Analysis always starts with a formal ontext de�ned as a triple (G;M; I)where G is a set of (formal) objets, M is a set of (formal) attributes, and I isa binary relation between G and M (i. e. I � G � M); in general, gIm (,(g;m) 2 I) is read: \the objet g has the attribute m"(f. [7℄). In Figure 1,a formal ontext (taken from [6℄) is desribed by a table in whih the rosses



T1.8 Dust, soiling
T2.1 Lack of, or insufficient, rules
T2.5 Lack of, or inadequate, maintenance
T2.6 unauthorized access to rooms requiring protection
T3.15 Incorrect operation of answering machines
T4.1 Disruption of power supply
T4.18 Discharged or fatigued emergency power supply
T4.19 Information loss due to full storage medium
T5.36 Deliberate overloading of answering machines
T5.37 Determining security codes
T5.38 Misuse of remote inquiry features
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Fig. 1. A formal ontext onerning a telephone answering mahinerepresent the binary relation I between the objet set G (omprising the threatsonerning a telephone answering mahine) and the attribute set M (onsistingof safeguards to prevent those threats). A formal onept of a formal ontext(G;M; I) is de�ned as a pair (A;B) with A � G and B �M suh that (A;B) ismaximal with the property A�B � I ; the sets A and B are alled the extent andthe intent of the formal onept (A;B). The subonept-superonept-relationis formalized by(A1; B1) � (A2; B2) :() A1 � A2 (() B1 � B2):The set of all formal onepts of a formal ontext (G;M; I) together with the or-der relation � is always a omplete lattie, alled the onept lattie of (G;M; I)and denoted by B(G;M; I). Figure 2 visualizes the onept lattie by a (labeled)line diagram. In a line diagram of a onept lattie, the name of an objet g is al-ways attahed (from below) to the little irle representing the smallest oneptwith g in its extent (denoted by g); dually, the name of an attributem is alwaysattahed (from above) to the little irle representing the largest onept withm in its intent (denoted by �m). This labelling allows us to read the ontextrelation from the diagram beause gIm() g � �m, in words:



S3.16 Briefing personnel on the operation of answering machines

S2.54 Procurement/selection of suitable answering machinesS4.39 Deactivation for periods of absence

S4.38 Deactivation of unneccessary service features

S2.58 Limitation of message time

S2.57 Regular playback and deletion of recorded messages

S2.11 Provisions governing the use of security codes

S2.56 Avoidance of confidential information
S2.55 Use of security code

S2.4 Maintenance/repair regulations

S6.40 Regular battery checks/replacements

S1.29 Adequate siting of an IT system

S1.23 Locked doors

T4.1 Disruption of power supply

T3.15 Incorrect operation of answering machines

T5.36 Deliberate overloading of answering machines

T4.19 Information loss due to full storage medium

T5.37 Determining security codes

T5.38 Misuse of remote inquiry features

T4.18 Discharged or fatigued emergency power supply

T2.5 Lack of, or inadequate, maintenance

T2.1 Lack of, or insufficient, rules

T1.8 Dust, soiling

T2.6 unauthorized access to rooms requiring protectionFig. 2. The onept lattie of the ontext of Figure 1the objet g has the attribute m if and only if there is an asending pathfrom the irle representing g to the irle representing m.The extent and intent of eah onept (A;B) an also be reognized beauseA = fg 2 G j g � (A;B)g and B = fm 2M j (A;B) � �mg :For example, the little irle in the line diagram of Figure 2 labelled with \S4.39Deativation of answering mahines for periods of absene" represents the for-mal onept with the extent f\T3.15 Inorret operation of answering mahines",\T5.36 Deliberate overloading of answering mahines", \T.5.38 misuse of remoteinquiry features"g and the intent f\S2.54 Prourement/seletion of suitable an-swering mahines", \S.4.39 Deativation of answering mahines for periods ofabsene"g.Graphially represented onept latties are useful in disovering and under-standing oneptual relationships in given data. Therefore the development of\Coneptual Information Systems" may use onept latties as query struturesfor databases. Suh interplay of onept latties and databases has already beendesigned in the theory of oneptual data systems. A oneptual data system on-sists of a (relational) database and a oneptual sheme. A oneptual shemeis a olletion of formal ontexts, alled oneptual sales, together with linediagrams of their onept latties; suh systems are implemented with the man-agement system TOSCANA (see [21℄,[13℄,[28℄). For a hosen oneptual sale,TOSCANA presents a line diagram of the orresponding onept lattie indiat-ing all objets stored in the database in their relationships to the attributes ofthe sale. For instane, the formal ontext in Figure 1 is an example of a onep-tual sale taken from the data presented in the IT Baseline Protetion Manualof the Bundesamt f�ur Siherheit in der Informationstehnik [6℄. A TOSCANAsystem based on the data in [6℄ (as disussed in [22℄) would show, after hoosingthat sale, the appertaining lattie diagram in Figure 2.The power of a TOSCANA system lies in the possibility to re�ne a presentedonept lattie by another one so that one obtains either a nested line diagram ofa ombination of both latties (see Figure 5 in Setion 4) or a line diagram of the



S2.4 Maintenance/repair regulations

S4.5 Logging of PBX administration jobs

S4.6 Review of the PBX configuration

S4.7 Change of preset passwords

S5.15 Shielding of external remote accesses

S4.8 Protection of the PBX operator's console

S5.14 Shielding of internal remote accesses

S3.10 Selection of a trustworthy administrator and his substitute

S6.30 Emergency connection (optional)

S6.29 PBX base line for emergency call (optional)

S3.11 Training of maintenance and administration staff

S2.28 Availability of external telecommunications advisory services (optional)

S2.26 Designation of an administrator and his deputy

S6.26 Regular backup of PBX configuration data

S2.17 Entry regulations and controls

S1.2 Regulations governing access to distributors

S2.16 Supervising or escorting outside staff/visitorsS1.22 Physical protection of lines and distributors

S4.11 Screening of PBX interfaces

S4.10 Password protection for PBX terminals

S3.12 Informing of all staff members about possible PBX warning signals

S3.13 Increasing staff awareness of potential threats to the PBX

S4.12 Disabling of unneeded user facilities

S2.29 PBX operating instructions for users

S2.27 Dispensing with remote maintenance of the PBX (optional)

S1.12 Avoidance of references to the location of building parts requiring protection

S1.23 Locked doors

S1.30 Screening of data carriers containing data on telecommunications charges

S2.40 Timely involvement of staff/factory council

S1.13 Layout of building parts requiring protection

S1.9 Fire sealing of trays

S6.10 Contigency plans for breakdown of data transmission

S6.28 Agreement on the deadlines for "vital" PBX units (optional)

S1.27 Air conditioning (optional)

S1.28 Local uninterruptible power supply

S1.25 Overvoltage protection (optional)

T5.17 Threat posed by external staff during maintenance work

T5.16 Threat posed by internal staff during maintenance/administration work

T5.15 "Inquisitive" staff members

T5.12 Interception of telephone calls and data transmissions

T3.6 Threat posed by cleaning staff or outside staff

T5.11 Loss of confidentiality of data stored in PBX installations

T2.6 Unauthorized access to rooms requiring protection

T5.13 Eavesdropping in rooms

T5.1 Manipulation/destruction of IT equipment or accessories

Fig.3.Theoneptlattiepresentingthreatstoteleommuniationsystemsagainst
whihmaintenaneandrepairisneeded



seond re�ning a hosen onept of the �rst. If for instane the study of Figure 2leads to the assignment of diretives and heklists for maintenane and repairregulations (S2.4), it would be advisible to onsider maintenane and repairof other failities suh as teleommuniation systems; this an be supported byFigure 3 obtained by zooming into the node labelled by S2.4 with the oneptualsale \Teleommuniation Systems (Private Branh Exhange)". The oneptlattie in Figure 3 indiates how rih the ombinations of neessary safeguards arefor preventing threats to teleommuniation systems against whih maintenaneand repair is needed. Our small example may give already an idea how oneptualinformation systems developed with TOSCANA allow highly exible proessesof analysis and retrieval in respeting the open and proedural nature of humanthinking (f. Setion 1); these proesses are not restrited beause the zoomingproedure potentially enables to navigate through the whole database (f. [31℄).4 A Coneptual Information System for IT-SeurityManagementThe IT Baseline Protetion Manual of the Bundesamt f�ur Siherheit in der In-formationstehnik provides safeguards against threats for generi omponents ofan IT system. For the implementation of a seurity onept in an organizationor ompany, the safeguards have to be transformed in more spei� diretivesand heklists. Therefore, NaviCon Gesellshaft f�ur Begrifflihe Wis-sensverarbeitung mbH and r3 seurity engineering ag have developed an ITseurity management tool whih provides a higher level of detail. Its basi datamodel is given in Figure 4. The model onsists of three major parts: The ITSeurity Management Catalogue omprises a generi ompany independent at-alogue of threats and related safeguards, whih an be extended by ompanyspei� fats.IT Units represent the relationship between the ompany spei� IT proessesand the organizational units with regard to the used IT resoures. The thirdpart provides diretives and heklists whih are assigned to the IT units withrespet to the requirements.The data model is implemented in a relational database. Its implementationand maintenane is done via a Graphial User Interfae whih is based on Ana-onda, a preparation tool for Coneptual Information Systems. The data areanalysed by the management system TOSCANA. It provides the visualization ofrelationships between the oneptual sales by nested line diagrams and allowsan on-line navigation through the whole database. The oneptual sheme whihis needed by TOSCANA is generated and updated by Anaonda.We desribe how TOSCANA supports IT seurity analysis by means of anexample. Figure 5 shows a nested line diagram whih is omposed by the threeoneptual sales `Existene of diretives', `Key Control' and `Faults'. When we�rst have a look at the large left ellipse of the diagram, then we see that thereare 1+ 3+4+2 = 10 requirements for whih there are no diretives formulatedat the moment (`Ma�nahme niht vorhanden' = diretives not existent). Two of
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Fig. 4. The data model of the IT seurity management toolthem are key ontrol, i. e., requirements whih are onsidered as very important.Hene, for these two requirements, diretives and heklists should be providedimmediately, while the other requirements an be regarded later.But also for key ontrol requirements where diretives are already present,one has to verify if they are appropriate. There are 1+1+2+9+2+3 = 18 suhrequirements whih an be found in the rightmost medium-sized ellipse whihis determined by the attributes `Ma�nahme vorhanden' (= diretives existent)and `Key Control'. By drill-down into this ellipse, we obtain Figure 6. Here wean see in more detail how these requirements are distributed with regard todi�erent types of faults. For instane, all requirements assigned to `Human Re-soures' are related to `Faults', `Human failures' and `Organizational Shortom-ings'. Sine we have zoomed into the rightmost ellipse of Figure 5 (Ma�nahmevorhanden) we know that there are diretives and heklists provided. By likingon `Ma�nahme anzeigen' (= show diretives), we an swith to the GUI basedon Anaonda where we obtain more information about these diretives. Thediretives assigned to Human Resoures inlude for instane regulations aboutseurity hek proedures and immediate deleting of aounts when employeesleave the ompany.Conluding this setion, we disuss to what extent the system requirementsprovided by Brahman et al. (f. Setion 1) are ful�lled by the IT seurity man-agement tool.1. The entities of the data model (threats, requirements, IT resoures, organi-zational units, et.) reet the way IT seurity experts see their organization.By di�erentiating these entities in oneptual sales, they an be ativated



Fig. 5. Analysis of existing diretivesin ad ho queries. One remaining diÆulty is that, in the present state, oneentity type has to be hosen in advane as objet type (in the formalizationof Formal Conept Analysis). The extension of the theory in order to providemore exibility in this aspet is in progress.2. Categorial strutures are desribed by oneptual sales whih an be addedto the system at any time. Even during the analysis proess, new insightsmay give rise to further oneptual sales. In the ase of the IT seuritytool, in order to reate a new oneptual sale, it is suÆient to selet theattributes desribing these ategories; the oneptual sale is then automat-ially derived from the present data by Anaonda.3.+4. The possibility of ombining arbitrary oneptual sales provides an al-most unlimited multitude of oneptual segmentations and patterns whiho�er eah di�erent views on the data.5. At the moment, monitoring hanges over time is not implemented in theIT seurity management system. However, one ould extend the data modelby time stamps whih indiate the moment of introduing new diretives,and provide a oneptual sale overing this temporal aspet. This is im-plemented in other appliations of Coneptual Information Systems, for in-stane in a system for monitoring an inineration plant ([9℄).



Fig. 6. Zooming into the rightmost onept of the nested line diagram in Figure 56. The transpareny of the analysis proess is asserted by the fat that ag-gregation is only performed by set union. Hene all information about theindividual objets is obtainable at all time.TOSCANA o�ers to the user a history drill- down. It lists the attributes towhih the atual onept is restrited. A global history traing the overallanalysis proess is not implemented at the moment.7. Bakground knowledge of domain experts is represented in the strutureof the oneptual sales in whih the experts have expliitly oded formalaspets of their knowledge. The onnetion to impliit bakground knowledgeis ativated by the semantis of the attributes in the oneptual sales.8. By visualizing the distribution of objets over related onepts, line diagramsare more appropriate than single numerial values (suh as averages andstandard deviations) to support the ommuniation between experts andusers.Overall, Coneptual Information Systems o�er oneptually shaped landsapesof struturally oded knowledge allowing diverse exursions, during whih alearning proess yields an inreasingly better understanding of the domain(f. [31℄). The graphial representation of interesting parts of the landsape,in partiular, supports intersubjetive ommuniation and argumentation.



5 Further DevelopmentsConeptual information systems have been developed up to now based on themanagement system TOSCANA. They have been implemented for many pur-poses in di�erent researh areas, but also on the ommerial level. Their rangeovers a variety of tasks and appliations for whih the human-entered view isdominant. For instane, TOSCANA information systems have been establishedfor analyzing data of hildren with diabetes [21℄, for investigating internationalooperations [11℄, for exploring laws and regulations in ivil engineering [13℄, forretrieving books in a library [12℄, [19℄, for assisting engineers in designing pipings[27℄, for inquiring ight movements at Frankfurt Airport [10℄, for inspeting theontrol system of an inineration plant [9℄, for developing qualitative theories inmusi esthetis [15℄, for studying semantis of speeh-at verbs [8℄, for examiningthe medial nomenlature system SNOMED [20℄, for ontrolling the ustomerdatabase of a mail-order ompany [16℄ et.Further researh aims at developing oneptual information systems by ex-tending the funtionalities that are available by the management system TOS-CANA. Coneptual information systems may be understood as On-Line Analy-tial Proessing (OLAP) tools [24℄. The oneptual sales an roughly be seenas dimensions of a multi-dimensional data ube. The zooming in one of the on-epts of a sale orresponds to `sliing' the data ube. `Diing' and `Drill-Down'are also supported. Another diretion of researh is onerned with extendingthe logi-based omponents. Sine Formal Conept Analysis and Desription Log-is are losely related and have similar purposes (f., e. g., [5℄, [25℄), �rst stepsin integrating both theories have been made ([1℄, [23℄, [3℄, [17℄). Furthermore,the extension of Formal Conept Analysis to \Contextual Logi" (see [30℄, [18℄)allows to integrate developments in the �eld of Coneptual Graphs. For hybridinformation proessing, an extension of TOSCANA information systems is pro-jeted by inorporating statistial and omputational omponents [26℄. All thisindiates a promising development of extending TOSCANA information systemstoward a wider range of appliations.Referenes1. F. Baader: Computing a minimal representation of the subsumption lattie of allonjuntions of onepts de�ned in a terminology. In: Pro. KRUSE'95, 168{178.2. K. Beker, M. Zikwol�: IT-Siherheitsmanagement mit TOSCANA. Intl. Conf. ofthe Information Systems Audit and Control Assoiation, Brussels, July 13, 19983. H. Berg: Terminologishe Begri�slogik. Diplomarbeit, FB4, TU Darmstadt 1997.4. R. J. Brahman, T. Anand: The proess of knowledge disovery in databases. In:U.M. Fayyad, G. Piatetsky-Shapiro, P. Smyth, R. Uthurusamy (eds.), Advanesin Knowledge Disovery and Data Mining. Cambridge, Mass.: AAAI/MIT Press,1996.5. R. J. Brahman, P. G. Selfridge, L. G. Terveen, B. Altman, A. Borgida, F. Halper,T. Kirk, A. Lazar, D. L. MGuinnes, L. A. Resnik: Integrated support for dataarhaeology. International Journal of Intelligent and Cooperative Information Sys-tems, Vol.2, No. 2, 1993, 159{185.
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